
CYBERSECURITY
REPORTER

 

 Complete Week 1 activities for advice on 
protecting yourself against phishing attacks. 

 Stay informed in Week 2  
with training that can help you understand email defense 
needs and why reporting phishing emails is so important.

 Check out the content in Week 3  
to get the scoop on when to report suspicious emails  
and the factors that should prompt you to do so.

 Make headlines in Week 4  
and review best practices for reporting suspicious emails 
and how it keeps you and your organization safe.

TRENDING THREATS
	✯ Understanding Deepfakes animated video module

	✯ QR Code Phishing (Quishing) interactive Module

Week 1
	❑  Phishing 101  

NEWSLETTER 

	❑  The Lighthouse Keeper: Phishing 
LIVE ACTION VIDEO

Week 3
	❑  When to Report  

ANIMATED VIDEO MODULE

	❑  When to Report  
ASSESSMENT

Week 4
	❑   Why Reporting is so Important  

ANIMATED VIDEO MODULE

	❑   Why Reporting is so Important  
ASSESSMENT

BREAKING 
NEWS

Activity TRACKER
Use this printable tracker to record the activities you complete during The Cybersecurity Reporter campaign.  

Review all suggested resources to get the most out of this security awareness initiative:

The Cybersecurity Reporter | Activity Tracker

Week 2
	❑  Reporting Suspicious Emails 

ANIMATED VIDEO MODULE

	❑  Reporting Suspicious Emails 
INFOGRAPHIC


